Messageware Exchange Security and Productivity www.messageware.com

Messageware TimeGuard
Exchange 2013

Prevents Unauthorized Access to Outlook Web Accounts
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automatically terminated.

Corporate Device Recognition.

H oft TimeGuard also provides a maximum timeout option which requires users to re-authenticate after a predefined
lerPs . lpartner maximum session time. TimeGuard can be configured by the Exchange Systems Administrator to apply different
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increased for a user on a company-secured desktop computer in the corporate office.

TimeGuard works with other security solutions such as ISA, Forms Based Authentication (FBA) and perimeter based
m security systems such as RSA to offer total protection for OWA users.
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